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Frequently asked questions 
 

 
Why do we have a code? 

The Code of Business conduct and ethics (the code) serves 

as a guide for how you should conduct yourself as a 

member of the Greenergy team. Preserving our corporate 

culture is vital to the organisation and following the code 

helps us do that. 

 

 
Who must follow the code? 

All directors, officers, employees and contractors of 

Greenergy Group Limited, its wholly-owned and majority-

owned or controlled subsidiaries. 

 

 
What are your responsibilities? 

You have two responsibilities. First, you must follow every 

aspect of the code and certify your commitment each year. 

Second, if you suspect someone may be violating the code 

you have an obligation to report it. To make a report, refer  

to the“reports and complaints”. section on page 10.:  

 

 
How will I know if there is a problem? 

The code attempts to deal with the most common issues 

that you may encounter, but it cannot address every 

question that may arise. When you’re not sure what to do, 

ask yourself the following questions: 

» Is it illegal? 

» Does it feel like the wrong thing to do? 

» Would you feel uncomfortable if others knew about it? 

» Will it have the potential to create a negative perception 

of you or the Company? 

» Do you have a personal interest that has the potential 
to conflict with the Company’s interest? 

If you answer “yes” to any of these questions your proposed 

conduct may violate the code and you should ask for help. 

How should I ask for help? 

If you have questions about the code or about the best 

course of action to take in a particular situation, you should 

seek guidance from your manager or the Corporate 

Compliance Team. 

 

 
What if I would like to make an anonymous report? 

You may make an anonymous report by contacting the 

Company’s ‘report a concern’ line, which is operated by  

an independent third party and is available 24 hours a day, 

7 days a week. If you choose to make an anonymous 

report, your anonymity will be protected to the fullest extent 

possible. Keep in mind, however that maintaining your 

anonymity may limit the Company’s ability to investigate 

your concerns. 

 

 
What are the consequences for violating the code? 

Violations of the code can vary in its consequences. If 

you’re an employee or contractor, it could result in a 

reprimand or other disciplinary action, including the 

termination of your employment at the Company for cause. 

If you’re a director, a violation may necessitate your 

resignation. Certain violations of the code also contravene 

applicable laws and can therefore have severe 

consequences outside of Greenergy Depending on your 

actions, failing to comply with the code could lead to civil  

or criminal prosecution, which could result in substantial 

fines, penalties and/or imprisonment.
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Introduction 

This code of business conduct and ethics (“the code”) 

applies to all directors, officers, employees and 

contractors (collectively, “you”) of Greenergy Group 

Limited and iits wholly-owned and majority-owned or 

controlled subsidiaries, (“Greenergy”, “we,” “us,” “our,” 

or the “company”). 
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Protecting the Company’s assets and resources 

 
The Company’s assets are to be used only for legitimate 

business purposes only. 

The Company’s assets are meant for business use, not for 

personal use. We all have a responsibility to protect and 

safeguard the Company’s assets from loss, damage, theft, 

misuse and waste. If you become aware of loss, damage, 

theft, misuse or waste of our assets, or have any questions 

about your proper use of them, you should speak with your 

manager. The Company’s name (including its corporate 

letterhead and logo), facilities and relationships are valuable 

assets and must only be used for authorised company 

business and never for personal activities. 

If you use the Company’s assets for personal benefit, 

or otherwise are careless or wasteful with the Company’s 

assets, you may be in breach of your duty to the Company. 

You have a responsibility not to abuse company resources 

for expense reimbursement. Any requests for 

reimbursement for authorised company expenses must  

be for legitimate business expenses. If you are unsure 

whether a certain expense is legitimate, you should speak 

with your manager. 

 
Confidential information must be protected at all times. 

We must protect confidential information in our possession 

from disclosure – both information about us and information 

about other companies and our clients. This includes 

all confidential memos, notes, lists, records and other 

documents in your possession, in hard and soft copy.  

All of these are to be delivered to the Company promptly 

after your employment ceases or at any time upon the 

Company’s request, and your obligation to protect this 

information continues after you leave the Company. You 

must protect hard and soft copies of confidential information 

that are removed from the office (e.g. to be worked with  

at home or at external meetings). 

It is important to use discretion when discussing company 

business. This includes not discussing company business 

internally, except with those individuals at the Company 

that have a “need to know” the information. Additionally, be 

careful not to discuss company business in public places 

such as elevators, restaurants, and public transportation,  

or when using your phone or email outside of the office. 

You should also be careful not to leave confidential 

information in unattended conference rooms or in public 

places where others can access it. 

While at Greenergy, if you become aware of confidential 

information about the Company or another entity that you 

know or suspect has been inadvertently disclosed, seek 

guidance from internal legal counsel before using or acting 

upon this information. 

 
Personal data held by the Company must be used in 

compliance with data protection laws. 

The Company collects personal data regarding individuals 

both inside and outside the organisation. This is necessary 

to effectively and efficiently administer and manage the 

operation of our business. We store and process personal 

data in a number of different ways in order to meet our 

legal, regulatory or other obligations as an organisation. 

Personal data will only be held by the Company for as long 

as it is necessary to satisfy a legitimate business purpose 

or to satisfy a legal or regulatory obligation to retain such 

personal data. 

You must take all reasonable steps to ensure that personal 

data is accessed only by those individuals at the Company 

that have a need to know this information to carry out 

their duties. In addition, if it is necessary to the conduct of 

business to disclose personal data to a third party (e.g.,  

so that a third party may provide services to the Company) 

then you must ensure that the third party is subject to 

confidentiality obligations. In all other cases, you may only 

disclose personal data pursuant to a legal or regulatory 

requirement. 

 
Intellectual property belongs to the Company. 

During the course of your employment, you may be involved 

in the creation, development or invention of intellectual 

property such as concepts, methods, processes, inventions, 

confidential information and trade secrets, works of 

authorship, trademarks, service marks and designs. All 

such intellectual property and the rights therein, such as 

copyrights and patents, will be owned by the Company. 

You are responsible for cooperating with the Company and 

providing all necessary assistance to ensure that all 

intellectual property and related rights become the exclusive 

property of the Company. 

The documents of the Company must be preserved. It is 

critical that you help preserve our business records and 

comply with related legal and regulatory requirements. 

If you are notified that your documents are relevant to an 

anticipated or pending litigation, investigation or audit, you 

must follow the guidance set forth in the notification you 

receive from legal counsel.
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Accuracy of books and records and public disclosures 

 
Ensure that the books and records of the Company are 

complete and accurate and that all business transactions are 

properly authorised. 

The books and records of the Company must reflect all its 

transactions in order to permit the preparation of accurate 

financial statements. Employees must never 

conceal information from (i) an external auditor; (ii) any 

internal auditor; or (iii) an audit committee of the Company. 

In addition, it is unlawful for any person to fraudulently 

influence, coerce, manipulate or mislead an external auditor 

of the Company. 

The Company’s contracts and agreements govern our 

business relationships. Because the laws governing 

contracts and agreements are numerous and complicated, 

employees who enter into contracts or agreements on 

behalf of the Company must have proper authorisation.  

All contracts and agreements, prior to their execution must 

be reviewed by theLegal Team. 

 
Ensure that the Company provides true, plain and full public 

disclosure. 

All employees who are responsible for the preparation of 

the Company’s public disclosures, or who provide 

information as part of this process, must ensure that public 

disclosures of information are made honestly and 

accurately. Employees must be aware of and report any  

of the following: (a) fraud or deliberate errors in the 

preparation, maintenance, evaluation, review or audit of 

any financial statement or financial record; (b) deficiencies 

in, or noncompliance with, internal accounting controls; (c) 

misrepresentations or false statements in any public 

disclosure document, such as annual and quarterly reports, 

prospectuses, information/ proxy circulars and press 

releases; or (d) deviations from full and fair reporting of  

the Company’s financial condition. 

Additionally, each person who is in a financial reporting 

oversight role, and their immediate family members, are 

prohibited from obtaining any tax or other services from the 

external auditor, irrespective of whether the Company or 

such person pays for the services. 

Duties in dealings with the third parties 

 
Deal fairly with the third parties 

You must deal fairly with the Company’s security holders, 

customers, clients, suppliers, other stakeholders and 

competitors. To preserve our reputation, do not engage  

in any illegal or unethical conduct. 

 
Be alert to possible conflicts of Interest 

You must be careful to avoid even the appearance of 

impropriety when dealing with security holders, customers, 

clients, suppliers, other stakeholders and competitors in 

performing the tasks your role requires. In this regard, you 

must avoid engaging in any activity that could result in an 

actual, potential or perceived conflict of interest, and avoid 

any action that may be perceived as a breach of trust. 

A “conflict of interest” for this purpose occurs when, for 

example, the Company’s interest interferes, or even 

appears to interfere, with the interests of third party 

investors in their capacity as clients of the Company; 

however, it can also occur within employment (for example 

hiring relatives in the same business division) or when 

negotiating business transactions with a business partner 

(for example having personal interests in the business 

partner). 

 
Communications and media 

Use the Company’s various forms of communication properly 

and appropriately. 

All business matters that involve electronic, written 

communication must be conducted by employees on the 

Company’s email system, company phone/mobile phones 

or through other systems where provided by the Company 

(such as Microsoft Teams or ICE) or occasionally by third 

parties Greenergy interacts with 

(such as Zoom or Webex). It is allowed to install access  

to Greenergy email on private phones. 

The use of private email for company business is strictly  

not allowed. Employees should never email business 

information to their personal email accounts or maintain a 

copy of business information on their personal computers  

or other non-work electronic devices. 

The use of any other messaging applications or social 

media for direct commercial activities such as buying or 

selling, which are not provided by the Company, is only 

allowed for negotiation when declared. However, any deal 

must always be confirmed via business email address.  
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You must at all times use our e-mail, internet, telephones 

and other forms of communication appropriately and 

professionally, using respectful language while referring 

to your colleagues or other Greenergy stakeholders (e.g. 

customers, suppliers etc.). 

The use of the internal network is for business purposes 

first and foremost. Greenergy is happy for you to 

responsibly use the internet for personal use in 

moderation so long as it does not detract you from your 

work. When using company- provided technologies such 

as computers, cell phones and voicemail, you should not 

expect that the information you send or receive is private. 

Your activity may be monitored to ensure these resources 

are used appropriately. In case of suspect activity, you 

must also recognise that company equipment could be 

remotely disabled or deleted by the Company or its 

agents and therefore, you must be aware that there is 

 a risk that any private information stored this way could 

be deleted as a result. 

 
Be cautious in your use of social media. 

We recognise that certain social media platforms such  

as LinkedIn, Instagram create a blurring of personal and 

company business. If you have a Facebook, LinkedIn, 

X, formerly known as Twitter, and/or other social media 
accounts then please be considered in what you post and 
follow these guidelines: 

» Be civil, tasteful and respectful at all times, 

» Make it clear that any and all views/opinions are your 

personal thoughts and not those of Greenergy, 

» Do not post messages that are unlawful, libellous, 

harassing, defamatory, abusive, threatening, harmful, 

obscene, profane, sexually oriented or racially 

offensive, 

» Do not post content copied from elsewhere, for which 

you do not own the copyright (including photography), 

» Do not impersonate someone else, 

» Be careful and thoughtful in what you “like” or repost. 

There are certain very strict rules that you are required  

to stick to: 

» Original Greenergy comments and official social media 

statements will only come from the Greenergy 

Corporate Affairs team – do not post on behalf of 

Greenergy. 

» You are prohibited from discussing the financial or 

operational performance of the Company, its customers, 

suppliers and clients, its securities, investments and 

other business matters. 

» Never associate the Company with any governmental  

or political matter. 

There are reasonable exceptions to the above where 

commenting is part of the job, industry practice, or normal 

human convention.For instance a sales person might ‘’like’’ 

a customer or supplier posting a picture of a newly build 

service station. However, when such things are done they 

must be respectful, and very considered such that they 

offer no offence, for example, to a different customer. These 

posts should also be written in such a way that it is clear 

you are not posting on behalf of Greenergy. If you are in 

any doubt on to the suitability of anything you prepare to 

post then don’t post or consult the Corporate Affairs team. 

 
Do not speak on behalf of the Company unless authorised to 

do so. 

It is important to ensure our communications to the industry, 

the public, security holders, customers, clients, suppliers, 

other stakeholders and competitors are: 

» timely; 

» full, true and plain; and 

» consistent and broadly disseminated in accordance with 

all applicable legal and regulatory requirements. 

You may not make public statements on Greenergy’s 

behalf unless you are a designated person for the purpose 

of making such a disclosure. Such designation may be 

conferred and/or withdrawn only by the Chief Executive 

Officer. Interacting with external media and press without 

this explicit authorisation is considered a violation of the 

code with consequent disciplinary proceedings according to 

the severity of the violation. 

If any party contacts you to request information, even 

if the request is informal, do not respond to it unless you are 

explicitly authorised to do so. In this event, refer the request 

to your supervisor or forward the request to 

press@greenergy.com. 

mailto:press@greenergy.com
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Conflicts of interest and personal behaviour 

 
Exhibit personal behaviour that reinforces a positive image  

of you and the Company. 

Your personal behaviour, both inside and outside work, 

should reinforce a positive image of you, the Company and 

its clients. It is essential to use good judgment in all your 

personal and business dealings. You should refrain from 

engaging in activities that could hurt the 

company’s reputation, or yours, and that could undermine 

the relationship of trust between you and the Company. 

Employees who have acted inappropriately may be subject 

to disciplinary action up to and including termination for 

cause. 

 
Remember your duties to Greenergy when participating  

in outside personal interests. 

The Company encourages directors and employees to be 

active participants in their community. While pursuing 

personal, political, not-for-profit activities or other like 

activities, be mindful that your participation in any outside 

interest must not prevent you from adequately discharging 

your duties to Greenergy. In addition, ensure that when you 

are involved in these activities you are not seen to 

be speaking or acting on behalf of the Company without 

express authority. 

 
Avoid situations in which your personal interests conflict with 

the interests of the Company or others as clients of 

the Company. 

A “conflict of interest” for this purpose occurs when a 

person’s private interest interferes, or even appears to 

interfere, with the interests of the Company. You may have  

a conflict of interest if you are involved in any activity that 

prevents you from performing your duties to the Company 

properly, or that may create a situation that could affect 

your ability to act in the best interests of the Company. 

Accordingly, you must place the Company’s interest in any 

business matter ahead of any personal interest. Remember 

that the Company’s interest includes the Company’s 

obligations to its clients. 

The best way to judge whether you may have a conflict of 

interest is to ask yourself whether a well-informed person 

would reasonably conclude that your interest could in any 

way influence your decision or performance in carrying out  

a duty on behalf of the Company. To avoid conflicts of 

interest, identify potential conflicts when they arise and 

contact HR or the Corporate Compliance Team if you are 

unsure whether a conflict exists. The circumstances will be 

assessed to understand whether a conflict exists and 

if mitigations are required. The conflict and mitigations will 

be recorded by the Corporate Compliance Team. Directors 

should consult with the Audit, Risk, Compliance and 

Sustainability Committee on conflicts matters. 

Beware of potential red flags when family members or 

friends1
 are involved. If the relationship is disclosed, the 

Company will register it and mitigate any risk associated 

with it. If the relationship is instead not disclosed, other 

individuals might perceive undue bias or influence in the 

decision-making process, known as nepotism. Nepotism is 

the granting of favours to relatives and close friends in 

matters such as (but not limited to) hiring, promotion, 

transfer or termination of employment. This can also 

happen by favouring family members or friends in business 

transactions, if the relationship is not declared and 

appropriate measures are taken. 

If you develop an intimate, personal or romantic 

relationship2 with a colleague in your reporting line 

(meaning your direct manager, direct report or anywhere 

else in the reporting line above or below you) it is your duty 

to disclose the relationship since your interest can influence 

your decisions and performance and could also be 

perceived as biased to others. You should report the 

relationship to HR for mitigations to be considered. The 

relationship may need to be disclosed to the Corporate 

Compliance Team and other individuals in the Company 

depending on the individual circumstances. 

In addition, If you develop an intimate, personal or romantic 

relationship with any colleague where a conflict could be 

perceived or arise you are required to disclose the 

relationship in the same way.

 

1 For the purpose of this policy, “family members” include (but is not limited to)  the 

individual’s spouse, partner, parents, grandparents, children, grandchildren, 

siblings, in-laws and “friends” include any person with a degree of kinship that 

could be perceived as influencing the individual’s judgement. 

 

2 A close personal relationship refers to familiar, intimate, romantic, or deep friendship 

ties between individuals that may create a real or perceived bias in decision-making, 

potentially leading to a conflict of interest. 
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Keep Greenergy’s best interests always at the forefront 

when you are carrying duties on behalf of the Company, 

and reflect if some situations might be externally perceived 

as favouring your personal gain instead of the benefit 

of the Company. This practice is known as self-dealing. 

Always remember that the perception or impression you  

are benefitting from a specific situation can be harmful  

– unless the conflict is disclosed and addressed properly. 

 
Obtain permission before pursuing business activities outside 

the scope of your role with the Company. 

“Other business activities,” otherwise known as “OBAs” 

include any business activities outside the scope of one’s 

role with the Company, including any activity as an 

employee, independent contractor, sole proprietor, officer, 

director, or partner of another business organisation, 

regardless of whether compensation is involved. Employees 

must receive approval from the head of their business unit 

and consult the Company’s Corporate Compliance Team 

prior to accepting an OBA. 

Prior approval is not required to serve on boards of charities 

or small, private family holding companies that have no 

relation to the Company. For greater clarity, approval is not 

needed to serve on the board of a family holding company 

which is an extension of one’s personal business affairs; 

however, it is needed to serve on the board of a private 

operating business with significant operations. When in 

doubt as to whether you need to obtain permission, ask  

the Company’s Corporate Compliance Team. 

 
Do not take corporate opportunities as your own personal 

opportunities. 

You are prohibited from taking personal advantage of a 

business or investment opportunity that you become aware 

of through your work at Greenergy. You owe a duty to the 

Company to advance its interests when the opportunity 

arises and you must not compete with the Company in  

any way. 

Greenergy respect agenda 

All Greenergy employees employed by a majority owned or 

controlled entity of the Group, are expected to cooperate 

and contribute to creating and maintaining an environment 

of mutual respect for the dignity, honour and reputation 

of each individual. The Company will not tolerate any 

disrespectful behaviour, understood as lack of a minimum 

level of courtesy and dignity in interaction with others, 

or inappropriate conduct, comment or display that either 

insults, denigrates or humiliates someone or depreciates 

their worth. 

The respect agenda represents one of the core Greenergy 

values and lays the foundation to create a positive work 

environment for all employees, but also emphasizes 

everyone’s duty to stay respectful towards other Greenergy 

stakeholders (this includes, but is not limited to, colleagues, 

customers, suppliers and members of the public). It is our 

responsibility to maintain the highest standard of respectful 

conduct and intervene to prevent any offensive and 

defamatory behaviours. 

 
Positive work environment 

Be committed to creating a positive work environment free 

from discrimination3 and harassment4. The Company does 

not tolerate workplace discrimination3 and harassment4. 

All directors, officers, employees and contractors must 

ensure that the Company is a safe and respectful 

environment where high value is placed on equity, fairness 

and dignity. 

 
You have a duty to report discrimination and harassment. 

If you experience or become aware of discrimination or 

harassment, you have a duty to report it. An employee 

should report discrimination in accordance with the “reports 

and complaints” section of the code. Complaints of 

discrimination or harassment will be taken seriously and 

investigated. Any employee found to be harassing or 

discriminating against another individual, or any employee 

who knowingly condones the discrimination or harassment 

of another individual, will be subject to disciplinary action up 

to and including termination for cause. 

 

 
3“Discrimination” is the denial of opportunity through differential treatment of an 

individual or group. It does not matter whether the discrimination is intentional; it is 

the effect of the behaviour that matters. Discrimination on the basis of age, colour, 

race, religion, gender, marital status, ancestry, sexual orientation, national origin, 

disability or any other characteristic protected by law is prohibited. 

 

4 “Harassment” generally means offensive verbal or physical conduct that 

singles out a person to the detriment or objection of that person. Harassment 

covers a wide range of conduct, from direct requests of a sexual nature to 

insults, disparaging remarks,offensive jokes or slurs. Harassment may occur in 

a variety of ways and may, in some circumstances, be unintentional. 

Regardless of intent, all harassment negatively affects individual work 

performance and our workplace as a whole, and is not tolerated. 
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The Company reserves the right to discipline employees 

who knowingly make a false accusation about an innocent 

party; however, you will not face retaliation for making a 

report in good faith, or assisting in the investigation of a 

complaint. 

 
Be committed to ensuring the health and safety of all your 

colleagues, but also any other individual external to Greenergy 

who may be affected as a result of your acts or omissions. 

We all have the right to work in an environment that is safe 

and healthy. In this regard, employees must: 

a. comply strictly with all occupational, health and safety 

laws and internal procedures; 

b. not engage in illegal or dangerous behaviour, including 

any acts or threats of violence; 

c. not possess, distribute or be under the influence of 

unlawful drugs while on company premises or when 

conducting company business; the Company might 

conduct tests after having reasonable cause to believe 

an employee is under the effects of drugs or random 

basis, subject to local law. Even if a drug is lawful in a 

jurisdiction, possession and storage of it in whatever 

quantity is not allowed on work facilities, offices, 

terminals or plants alike. The same principles apply to 

alcohol, save for office premises, where alcohol storage 

is allowed under control of senior management for usage 

outside office hours at the end of working week; 

d. not possess or use weapons or firearms or any type  

of combustible material in the Company’s facilities, or at 

company-sponsored functions. 

e. encourage de-escalation from all forms of conflict within 

the workplace and report as required; 

f.   whilst representing the Company externally, if faced with 

conflict, de-escalate where practical and remove yourself 

from the confrontational situation. Whereas more 

significant circumstances occur, contact local law 

enforcement authorities and, in all situations, report to 

Greenergy as per company guidelines; and 

g. report all activity you find suspicious or inappropriate  
as per company guidelines. 

If you or someone you know is in immediate danger 

of serious bodily harm, first call local law enforcement 

authorities and then report the incident in accordance with 

the “reports and complaints” section of the code. 

 
Protect private personal information. 

While working at Greenergy, you may provide sensitive 

personal, medical and financial information. Those with 

access to this information have an obligation to protect it, 

and use it only to the extent necessary to do their work. 

Common examples of confidential employee information 

include: benefits information; compensation information; 

medical records; and contact information, such as a home 

address. 

 
 

 
Compliance with laws, rules, regulations and policies 

 
Know and comply with all laws, rules, regulations and policies 

applicable to your position. 

Many of the Company’s activities are governed by laws, 

rules, regulations and policies that are subject to change.  

If you have questions about the applicability or 

interpretation of certain laws, rules, regulations or policies 

relevant to your duties at Greenergy you should consult 

with the Company’s internal legal counsel. In the event a 

local law, custom or practice conflicts with the code you 

must adhere to whichever is most stringent. If you know of 

any of our practices that may be illegal, you have a duty to 

report it. Ignorance of the law is not, in general, a defence to 

breaking the law. We expect you to make every reasonable 

effort to become familiar with the laws, rules, regulations 

and policies affecting your activities and to comply with 

them. If you have any doubts as to the applicability or 

interpretation of any of the above, you should obtain advice 

from the Company’s internal legal counsel. 
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Do not give or receive bribes, including “facilitation payments” 

We value our reputation for conducting business with honesty 

and integrity. It is vital for us to maintain this reputation as  

it generates confidence in our business by our stakeholders, 

which ultimately means it is good for business. We do not 

pay bribes in furtherance of our business, either directly  

or indirectly, and you are not permitted to pay bribes on  

our behalf or authorise others to pay bribes on our behalf.  

A bribe is an offer or exchange made to gain an unfair or 

improper advantage. This commitment comes from the 

highest levels of management and you must meet this 

standard. Facilitation payments5 are also a form of bribe, 

and are therefore not permitted. Refer to the Company’s 

anti-bribery and corruption policy for further details. 

 
Giving or receiving gifts/entertainment should be reasonable, 

and in certain cases prohibited. 

Gifts and entertainment given to or received from persons 

who have a business relationship with the Company are 

generally acceptable, if the gift or entertainment is modest  

in value, appropriate to the business relationship, and does 

not create an appearance of impropriety. No cash or cash 

equivalent payments should be given or received. In 

addition, gifts must not be given to or received from public 

officials. Every employee receinving or providing any 

hospitality or gifts should record this via Greenergy’s 

Hospitality and Gifts register. Further guidance is available 

contacting hospitalityandgifts@greenergy.com. 

 

Employees who do not comply with these requirements 

may be required to reimburse the Company for the value 

of any gifts or benefits they make or receive on behalf of 

the company. Refer to the Company’s anti-bribery and 

corruption policy for further details. 

 
Political donations cannot be made on behalf of the Company. 

It is the policy of Greenergy that no political donations may 

be made. 

Political donations made by individuals on their own behalf 

must comply with local laws and regulation. 

We must prevent the use of our operations for money 

laundering or any activity that facilitates money laundering,  

the financing of terrorism, or other criminal activities. 

The Company is strongly committed to preventing the  

use of its operations for money laundering, the financing  

of terrorism, or other criminal activities, and will take 

appropriate actions to comply with applicable anti-money 

laundering laws. Jurisdictions may publish lists of 

individuals and organisations that the Company is 

prohibited from accepting funds from or distributing funds  

to under applicable anti-money laundering laws. Prior to 

establishing a business relationship with a counterparty, 

employees are expected to contact the Know your 

Customer Team (KYC)  at KYC@greenergy.com; they will 

initiate the verification/clearance process. As part of the 

counterparty clearance process, the KYC team is also 

responsible for the operation and management of both  

Anti-Money Laundering and Sanctions compliance 

programmes, these complement other risk management 

processes within the business. Employees should contact 

the KYC Team for any doubt or further guidance.  

 
You should consider your rights and obligations when providing 

information to governmental authorities. 

Either during or following your employment with Greenergy 

you may be contacted by governmental authorities (e.g. law 

enforcement, securities regulators, etc.) who are seeking 

confidential information from you which you obtained 

through your association with Greenergy. Whether you 

are able to respond to these questions or not, we strongly 

recommend that, for your own protection, you do not speak 

with authorities without first seeking legal advice on your 

rights and obligations. In this situation, you may contact the 

Company’s internal legal counsel who can help you obtain 

counsel that can assist you. 

Notwithstanding the foregoing, nothing in the code prohibits 

or restricts you in any way from providing information to a 

government authority pursuant to applicable whistleblowing 

regulations. 

 
 

 
5 “Facillitation payments” are small payments made to secure or speed up 

routine actions or otherwise induce public officials or other third parties to 

perform routine functions they are otherwise obligated to perform, such as 

issuing permits, approving immigration documents or releasing goods held in 

customs. This does not include legally required administrative fees or fees to 

fast-track services.  

 

mailto:hospitalityandgifts@greenergy.com
mailto:KYC@greenergy.com
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Reports and complaints 

 
You are strongly encouraged to make good faith reports  

and complaints. 

Internal reporting is critical to the Company’s success, 

and it is both expected and valued. You are required to 

be proactive and promptly report any suspected violations 

of the code, or any illegal or unethical behaviour that you 

become aware of. When making a report, please include 

specific details and back-up documentation where feasible 

in order to permit adequate investigation of the concern 

or conduct reported. Vague, nonspecific or unsupported 

allegations are inherently more difficult to pursue. 

Employees and contractors should report violations of the 

code to their manager, since their manager is generally  

in the best position to resolve the issue. Alternatively, 

concerns can be reported via the confidential hotline, 

EthicsPoint, or you may contact the Company’s HR or 

Corporate Compliance Team to report potential code 

violations, or if you have any specific or general questions. 

Directors should promptly report violations to the chair of 

the Audit, Risk, Compliance and Sustainability Committee. 

 
In the event you do not want to report violations to your 

manager, HR or Corporate Compliance Team, you can always 

report a complaint through the Company’s EthicsPoint hotline. 

Our confidential hotline, EthicsPoint, is managed by an 

independent third party called Navex. The hotline allows 

anyone to report a concern anonymously (if they wish to  

do so) if they have suspected unethical, illegal or unsafe 

behaviour. The hotline is available 24 hours a day, 7 days 

a week in English and other languages. 

 
Complaints will be kept confidential and will be dealt 

with appropriately. 

The confidentiality of reported violations will be maintained 

to the fullest extent possible, consistent with the need to 

conduct an adequate review and subject to applicable law. 

We would prefer that you identify yourself to facilitate our 

investigation of any report; however, you can make an 

anonymous report. The party receiving the complaint must 

record its receipt, document how the situation was dealt with 

and file a report for internal audit, which will be retained for 

the record. The in-house counsel will report all illegal and 

unethical conduct in violation of the code to the Greenergy 

board of directors, or a committee thereof, and externally  

in accordance with applicable laws. 

 

You will not experience retribution or retaliation for a  

complaint made in good faith. 

No retribution or retaliation will be taken against any 

person who has filed a report based on the reasonable 

good faith belief that a violation of the code has occurred 

or may in the future occur; however, making a report does 

not necessarily absolve you (if you are involved) or anyone 

else of the breach or suspected breach of the code. The 

Company reserves the right to discipline you if you provide 

false information or make an accusation you know to be 

untrue. This does not mean that the information that you 

provide has to be correct, but it does mean that you must 

reasonably believe that the information is truthful and 

demonstrates a possible violation of the code. If you 

believe that you have been unfairly or unlawfully retaliated 

against, you may file a complaint with your manager  

or the Company’s legal counsel, or by reporting a 

concern via EthicsPoint . 

Greenergy strictly does not tolerate any retribution or 

relation taken against those who reported a concern 

based on the reasonable good faith belief that a violation 

of the code has occurred or may in the future occur. All 

instances of retaliation or retribution against reporting 

employees (alleged or actual) should be brought to the 

attention of the HR department, which must investigate 

the reported incident and determine corrective action. 

Retaliation in itself is a separate violation of the code and 

any manager, or employee who engages in retribution or 

retaliation against another employee will be subject to 

disciplinary procedures. 

 
Disciplinary action for code violations 

Please note that we reserve the right to take disciplinary 

action for code violations that fits the nature and particular 

facts of the violation. This could, in the most severe 

circumstances, include immediate termination for cause 

and, if warranted, legal proceedings may be brought 

against you. 
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Statement of compliance 

Upon joining Greenergy, each director, officer, employee 

and contractor will be provided with a copy of the code 

and required to sign an acknowledgement. On an annual 

basis, each director, officer, employee and contractor will 

be required to re-certify compliance with the code. Annual 

execution of a statement of compliance simply reconfirms 

which is already expected of you and as such your 

re-certification of your compliance with the code from time 

to time shall be a condition of your continued directorship  

or employment with the Company. 

 
Waivers 

A waiver of the code will be granted only in very exceptional 

circumstances. A code waiver must be approved by the 

chief executive. The fact of and reason for the waiver must 

be disclosed to Greenergy’s board of directors. 

 
Amendments 

Greenergy’s Audit, Risk, Compliance and Sustainability 

(ARCS) Committee reviews and approves the code on at 

least an annual basis and is ultimately responsible for 

monitoring compliance with the code. 

 
Legal notice 

The Company reserves the right to modify, suspend or 

revoke the Code and any related policies, procedures,  

and programs at any time. The Company also reserves the  

right to interpret and amend the Code in its sole discretion. 

Any amendments to the Code will be disclosed and 

reported as required by applicable law. 

The Code is available on the intranet. The version of the 

Code on our intranet may be more current and supersedes 

any paper copies. 



Contact information (page 12) 

 

 

 

Ethics hotline 

 
United Kingdom 

Please dial: 

0808-238-0019  

 
Australia 

Please dial: 

1-800-038-656  

 
Canada 

Please dial: 

1-844-823-8911 (primary language: English) 

1-855-350-9393 (primary language: French. 

Other option: English. 

 
India 

Please dial: 

022-5097-2969  

 
Ireland 

Please dial: 

1-800-849-271  

 

Netherlands 

Please dial: 

0800 0225402 

 
USA 

Please dial: 

844-823-8911  

 

Greenergy  
Internal contacts:  

Chief Executive Officer 

Adam Traeger 

Ilona Rose House, 

Manette Street,  

London,W1D4AL 

Email: adam.traeger@greenergy.com 

Telephone: 020 7400 4770 

 

 
Corporate Compliance Team 

Email: compliance@greenergy.com 

mailto:christian.flach@greenergy.com
mailto:compliance@greenergy.com



